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1. Introducgao e Objetivo

A Politica de Segregacao, Confidencialidade, Seguranca da Informacdo e Seguranca Cibernética tem por
objetivo descrever os procedimentos observados pelo Grupo ACE para garantir a devida segregacao,
confidencialidade e seguranca das informacdes, para fins de atendimento ao disposto na regulamentacao
vigente, incluindo a LGPD, nos termos do Anexo | — Politica de Privacidade. Na hipdtese de qualquer
conflito entre o disposto na Politica de Privacidade e o restante da Politica de Segregacao,
Confidencialidade, Seguranca da Informacdo e Seguranca Cibernética, o disposto na Politica de
Privacidade devera prevalecer.

O detalhamento do escopo das atividades de cada uma das Gestoras e regras para mitigacao de conflitos
de interesse pode ser consultado no Cédigo de Etica e Conduta aplicavel as Gestoras.

Esta Politica de Segregacdo, Confidencialidade, Seguranca da Informacdo e Seguranca Cibernética se
aplica a todos os Colaboradores.

Responsaveis: Diretor de Risco, Compliance e PLD.

2. Confidencialidade

2.1. Procedimentos Gerais
Todas as informagdes que se referem a sistemas, negdcios, estratégias, posicdes ou a clientes das
Gestoras sao confidenciais e devem ser tratadas como tal, sendo utilizadas apenas para desempenhar as
atribuicdes na ACE Capital e/ou da ACE Capital Saires, conforme o caso, e sempre em beneficio dos
interesses desta e de seus clientes.

Toda e qualquer informacdo que os Colaboradores tiverem com relagdo aos clientes das Gestoras deve
ser mantida na mais estrita confidencialidade, ndo podendo ser divulgada sem o prévio e expresso
consentimento do cliente, salvo na hipdtese de decisdo judicial especifica que determine a ACE Capital
e/ou da ACE Capital Saires, conforme o caso, a prestacdo de informacdes ou, extrajudicialmente, em razdo
de procedimento fiscalizatério da CVM. Caso a ACE Capital e/ou da ACE Capital Saires, conforme o caso,
ou qualquer dos Colaboradores sejam obrigados a revelar as informagdes de clientes em face de
procedimento judicial ou extrajudicial da CVM, tal fato deve ser seguido de imediata e expressa
comunicacdo aos clientes afetados, caso nao haja legislagdo ou norma dispondo de forma diversa.

Os Colaboradores devem se esforcar para garantir que os prestadores de servigos que porventura venham
a trabalhar junto ao Grupo ACE, tais como, instituicdes administradoras de fundos de investimento,
distribuidores de titulos e valores mobiliarios, escritdrios de advocacia, corretores, agentes autbnomos,
entre outros, mantenham a confidencialidade das informacGes apresentadas, sejam tais informacdes dos
clientes ou das operagdes realizadas pelas Gestoras. Neste sentido, qualquer conduta suspeita deve ser
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informada imediatamente e por escrito & Area de Compliance, para que sejam tomadas as medidas
cabiveis.

O Grupo ACE exige que seus Colaboradores atuem buscando a garantia da confidencialidade das
informacgdes as quais tiverem acesso. Assim, é recomendavel que os Colaboradores nao falem a respeito
de informacbes obtidas no trabalho em ambientes publicos, ou mesmo nas areas comuns das
dependéncias da ACE Capital e da ACE Capital Saires, e que tomem as devidas precaugdes para que as
conversas por telefone se mantenham em sigilo e ndo sejam ouvidas por terceiros.

Todo e qualquer material com informagdes de clientes ou de suas opera¢des devera ser mantido nas
dependéncias da Gestora responsavel pelo cliente, sendo proibida a cépia ou reproducdo de tais
materiais, salvo mediante autorizacdo expressa do Diretor de Risco, Compliance e PLD. Ainda, todo e
qualquer arquivo eletronico recebido ou gerado pelo Colaborador no exercicio de suas atividades deve
ser salvo no diretdrio exclusivo do cliente ou do projeto a que se refere tal arquivo eletronico.

A proibicdo acima referida ndo se aplica quando as cdpias ou impressdo dos arquivos forem em prol da
execucdo e do desenvolvimento dos negécios e dos interesses do Grupo ACE. Nestes casos, o Colaborador
que estiver na posse e guarda da cdpia ou da impressdo do arquivo que contenha a informacdo
confidencial sera o responsavel direto por sua boa conservagdo, integridade e manutencdo de sua
confidencialidade. Ainda, qualquer impressao de documentos deve ser prontamente retirada da maquina
impressora, pois podem conter informacdes restritas e confidenciais, mesmo no ambiente interno da ACE
Capital ou da ACE Capital Saires, conforme o caso.

O descarte de informagGes confidenciais em meio digital deve ser feito de forma a impossibilitar sua
recuperacdo. O descarte de documentos fisicos que contenham informacg6es confidenciais ou de suas
cOpias devera ser realizado imediatamente apds seu uso, de maneira a evitar sua recuperagao, sendo
recomenddvel o seu descarte total.

Colaboradores, quando de sua contratagdo, devem assinar o Termo de Confidencialidade, presente no
Anexo |l a Politica de Regras, Procedimentos e Descricdo dos Controles Internos, pelo qual se obrigam,
entre outras coisas, a proteger a confidencialidade das informacbes a que tiverem acesso enquanto
estiverem trabalhando no Grupo ACE e durante certo periodo apds terem deixado a empresa.

Para fins de manutencdo das informacées confidenciais, o Grupo ACE exige que seus Colaboradores (i)
bloqueiem o computador quando o mesmo ndo estiver sendo utilizado; (ii) mantenham anotagdes,
materiais de trabalho e outros materiais semelhantes sempre trancados em local seguro; (iii) descartem
materiais usados, destruindo-os fisicamente e (iv) jamais revelem a senha de acesso aos computadores
ou sistemas eletrénicos, modificando-as periodicamente.

2.2. Vazamento de Informacgdes
Observados os procedimentos especificos relacionado ao vazamento de dados detalhados no item 3.10
do Anexo | e ndo obstante todos os procedimentos e aparato tecnolédgico robustos adotados pelo Grupo
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ACE para preservar o sigilo das Informacgfes, na eventualidade de ocorrer o vazamento de quaisquer
Informacdes, ainda que de forma involuntdria, o Diretor de Risco, Compliance e PLD deverd tomar ciéncia
do fato tao logo seja possivel.

De posse da Informacdo, o Diretor de Risco, Compliance e PLD, primeiramente, identificard se a
Informacao vazada se refere ao Fundo, a Classe do Fundo ou aos dados pessoais de cotistas. Realizada a
identificacdo, o Diretor de Risco, Compliance e PLD procedera da seguinte forma:

1. No caso de vazamento de Informacdes relativas aos Fundos ou as suas Classes:

Imediatamente, seguird com o rito para publicacdo de fato relevante, nos termos da regulamentacao
vigente, a fim de garantir a ampla disseminacdo e tratamento equanime da Informacdo. Esse
procedimento visa assegurar que nenhuma pessoa seja beneficiada pela detenc¢do ou uso da informacao
confidencial, reservada ou privilegiada atinente ao Fundo ou as suas Classes.

2. No caso de vazamento de Informacgdes relativas aos cotistas:

Neste caso, ao Diretor de Risco, Compliance e PLD procederd com o tanto necessario para cessar a
disseminacdo da Informacdo ou atenuar os seus impactos, conforme o caso. Para tanto, podera, dentre
outras medidas: (i) autorizar a contratacdo de empresa especializada em consultoria para protecdo de
dados; (ii) autorizar a contrata¢do de advogados especializados na matéria; (iii) entrar em contato com os
responsaveis pelo(s) veiculo(s) disseminador(es) da Informagdo. Sem prejuizo, o Diretor de Risco,
Compliance e PLD ficara a inteira disposi¢do para auxiliar na solu¢do da questao.

3. Seguranca da Informacao

3.1. Aspectos Gerais e Procedimentos
Os sistemas de informacado, a infraestrutura tecnolégica, os arquivos de dados e as informacGes internas
ou externas, sdo considerados importantes ativos do Grupo ACE.

E necessério que as informagdes sejam armazenadas, conduzidas e processadas em ambiente seguro e
gue todos os usuarios da informagdo compartilhem da responsabilidade pelos processos de seguranga
definidos neste documento.

As normas de seguranca da informacdo estabelecem objetivos, fungbes, acdes, mecanismos de delegagdo
e responsabilidades pelos processos, manipulagdo da informacdo e controles internos.

Os processos de seguranca da informacdo devem assegurar a integridade, a disponibilidade e a
confidencialidade dos ativos de informacao do Grupo ACE. Para tanto, o Departamento de Tl é incumbido
de realizar as seguintes atividades:

. monitorar as violagGes de seguranca e tomar agdes corretivas visando sana-las e cuidando para
gue ndo haja recorréncia;
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. orientar os testes da infraestrutura de tecnologia e de sistemas para avaliar os pontos fracos e
detectar possiveis ameacas;

. assegurar que exista um processo apropriado para a comunicacao dos incidentes e violagdes de
seguranca detectados pelos usudrios da informacdo, independentemente dos recursos tecnolégicos
utilizados;

. identificar recursos e fornecer orientacdo para a tomada de acdes rapidas caso sejam detectados
incidentes de seguranga;

. manter a infraestrutura que suporta o ambiente controlado;

o manter a infraestrutura e sistemas atualizados;

o notificar imediatamente os incidentes de seguranca ao Diretor de Risco, Compliance e PLD;

. tomar ag¢des, em caso de incidentes de seguranca.

Cada Colaborador é responsavel por manter o controle sobre a seguranca das informag¢des armazenadas
ou disponibilizadas nos equipamentos que estdao sob sua responsabilidade. Sera obrigatdria a alteracdo
de senha de acesso aos equipamentos (login de usuario) em uma periodicidade definida, utilizando
modelo de definicdo de senha de dificil identificacdo por parte de potenciais hackers externos. Tal
processo sera passivo de auditoria e rastredvel eletronicamente baseado no sistema de login do servidor
e servicos de informacao.

Para fins de manutencdo da alta disponibilidade do ambiente, foi implantado um no-break central para
suportar eventuais problemas de energia até a entrada do gerador. O acesso fisico ao CPD é controlado e
autorizado somente aos membros do Departamento de Tl, ao Diretor de Risco, Compliance e PLD g, ao
critério deste ultimo, Colaboradores cujo acesso seja considerado essencial.

3.2. Segurancga de Dados
A seguranca de dados se mostra imprescindivel a politica de seguranca da informacdo adotada pelo
Grupo ACE. Desta forma, as regras a seguir sdo observadas:

¢ nado é permitida a conexao de equipamentos de informatica ou software, ndo pertencentes ao Grupo
ACE, na rede corporativa, sem a devida autoriza¢do do Diretor de Risco, Compliance e PLD;

¢ a Area de Compliance e a Area de Risco, podendo solicitar suporte do Departamento de TI, devem
efetuar verificagdes semestrais na rede corporativa, para validar o acesso seguro aos recursos
disponiveis. As irregularidades encontradas durante essas verificacGes devem ser comunicadas ao
Diretor de Risco, Compliance e PLD;

¢ 0 bloqueio de acesso a rede sera efetuado pelo Departamento de Tl sempre que solicitado pelo
Diretor de Risco, Compliance e PLD, ou caso seja detectado algum risco para a rede ou para os
sistemas do Grupo ACE; e
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¢ todas as maquinas possuem o conector USB bloqueado por software, sendo vedada a utilizagdo de
pendrives ou qualquer dispositivo de transferéncia de arquivos, sendo concedido acesso restrito ao
Diretor de Risco, Compliance e PLD a tais dispositivos.

3.3. Backup e Restore de Arquivos

O armazenamento de dados (backup) é realizado diariamente em cloud e localmente, sendo disponivel
para restore ap0s liberacao do responsdvel de seguranca da informacao. Para o backup das informacoes
do Grupo ACE, estas devem ser armazenadas nos servidores da rede corporativa.

N3o havera garantia de backup para arquivos armazenados nas estacdes de trabalho (desktops ou
notebooks).

O armazenamento em cloud ocorre fora do Grupo ACE, sendo periodicamente avaliado.

O restore de dados, por sua vez, deve ser solicitado ao Departamento de Tl e serd realizado de acordo
com os procedimentos especificos do mesmo.

3.4. Confidencialidade dos Dados

Os usudrios devem ter acesso somente as informacGes necessarias a execucdo de suas tarefas, sendo de
responsabilidade do Departamento de Tl, em consonancia com a Area de Compliance:

e implementar restricdes de acesso aos dados armazenados na rede corporativa, observando as
diretrizes constantes deste documento;

e promover destruicdo dos dispositivos de armazenamento, quando da desativacdo dos
equipamentos; e

e garantir que os controles de seguranca, das informacdes armazenadas em midias removiveis,
estejam de acordo com os critérios definidos neste documento.

A Area de Compliance deve verificar, periodicamente, as informacdes armazenadas nos dispositivos de
armazenamento, estejam eles nos servidores ou nas estagdes de trabalho, para garantir o
armazenamento apenas das informagdes que sdo realmente necessarias ao Grupo ACE ou a sua fungao.

3.5. Acesso a Recursos

O acesso a recursos, em sintese, é regido por dois processos:
1. Autenticacao:

A autenticacdo do usuario aos recursos da rede deve ser feita por um /ogin e uma senha pessoal, sendo
de responsabilidade do Diretor de Risco, Compliance e PLD definir e validar os direitos de acesso.

O usudrio, por sua vez, é responsavel pela sele¢do, confidencialidade e troca periddica de sua senha,
observando os seguintes aspectos:

e ¢ proibido o compartilhamento de senhas de acesso com outros usuarios;
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e senhas ndo devem ser redigidas;

e as senhas devem ser trocadas periodicamente, obedecendo aos prazos controlados
sistematicamente, sendo recomendado que ndo sejam reutilizadas;

e as senhas devem possuir critérios sobre caracteres.

Portanto, ndo é permitida a criagdo de logins de uso genérico ou compartilhado para os usudrios. Compete
ao Comité de Risco, Compliance e PLD definir os quesitos sobre senhas, incluindo: periodicidade minima
de renovacao, tipos e quantidade minima de caracteres, os quais devem ser informados ao Departamento
de Tl

2. Monitoramento:

O Departamento de Tl é responsavel pela implementacdao, manutencao e atualizacdo dos programas de
antivirus nas estacgGes e servidores do Grupo ACE. A atualizacdo dos programas de antivirus nas estacdes
e servidores do Grupo ACE deve ocorrer periodicamente, sempre que estiver disponivel uma nova
atualizacdo de versdo fornecida pelo fabricante do software de antivirus.

Todas as estacdes conectadas a rede corporativa sdo protegidas com a solucdo de antivirus determinada,
devidamente atualizada. O programa de antivirus provera servicos como protecao de e-mails, protecdo
de arquivos, protecdo contra scripts de internet, monitoramento de acesso de rede (anti-spy e anti-
hacker) e monitoramento de alteracdo no registro do sistema operacional.

Assim, o ambiente de rede estd preparado para detectar automaticamente eventuais incidéncias de virus.
Sem prejuizo, os usuarios devem informar ao Departamento de Tl sobre suspeitas de infec¢ao de virus.

Ndo é permitido que os usudrios removam, desabilitem ou alterem as configuragdes dos programas de
antivirus.

3.6. Internet

O servigo de internet corporativo do Grupo ACE foi concebido restrita e exclusivamente como ferramenta
de trabalho de pesquisa e tratamento de assuntos relacionados as fun¢des do usudrio no Grupo ACE.
Portanto, o uso do servico de internet ndo é autorizado para acesso a sites web com contetdo abusivo,
ameagador, pornografico, obsceno ou de qualquer outra forma censurdvel, tampouco para fins comerciais
ou ganho pessoal, divergentes da finalidade da ferramenta ou da fungao do usuario.

O acesso a sites é permitido apenas aos considerados seguros pelo Diretor de Risco, Compliance e PLD e
novas liberagGes deverdo ser comunicadas ao Departamento de Tl, que fard a liberagdo no firewall, que,
conforme a situacdo fatica, podera ser para todos os usuarios, para grupos de usuarios ou para um usuario
em especifico.

O acesso a internet ndo é privativo e podera ser monitorado quando necessario. A violacdo das diretrizes
acima mencionadas podera acarretar o bloqueio do servigo, sem aviso prévio, e san¢des disciplinares de
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acordo com os critérios definidos pelo Comité de Risco, Compliance e PLD, observado o disposto na
Politica de Regras, Procedimentos e Descricao dos Controles internos aplicdvel as Gestoras.

3.7. Correio Eletronico

O correio eletrénico corporativo é um servico disponibilizado como ferramenta de trabalho e
comunicacao interna e externa de assuntos relacionados aos negdcios do Grupo ACE. Desta forma, o uso
do servigo de correio eletrénico nao é autorizado para:

e transmissdao de material ilegal, difamatdrio ou que viole a privacidade de terceiros;

e envio de mensagens de conteudo abusivo, ameacador, pornografico, obsceno ou de qualquer
outra forma censuravel;

e envio de informacg6es do Grupo ACE que infrinjam direitos de propriedade intelectual, sigilo do
Grupo ACE ou de terceiros;

e envio de mensagens para informacdo de senhas ou liberacdo de acessos para terceiros;

e envio espontaneo de virus;

e envio de mensagens nao solicitadas, tais como piadas, mensagens de autoajuda ou correntes;

e encaminhamento de mensagens do tipo hoax (boatos) ou com o conteido ndo comprovado,
especialmente mensagens desconhecidas vindas da internet;

e envio de mensagens de assuntos politicos;

e fim comercial préprio, divergente da finalidade da ferramenta ou da fun¢do do usuario;

e divulgacdo de informacgGes e campanhas de carater assistencial e/ou humanitario, sem a devida
aprovacdo do Diretor de Risco, Compliance e PLD.

E expressamente proibido o envio de anexos em mensagens de correio eletrdnico, dos tipos:

e jogos;

e softwares;

e cartdes postais;

o fotos de pornografia;

e musicas (mp3 e similares).

Na hipdtese de envio de mensagens contendo anexo(s) classificado(s) como arquivos proibidos, podera
ocorrer o bloqueio automatico de tais mensagens. O bloqueio das mensagens também poderd ser
realizado automaticamente caso as mesmas possuam palavras proibidas no campo “Assunto” da
mensagem. Compete ao Comité de Risco, Compliance e PLD definir os tipos de arquivos e relacdo de
palavras proibidas, os quais devem ser informados ao Departamento de TI.

O servigo de correio eletrénico corporativo ndo é privativo e poderd ser monitorado, acarretando
bloqueio do servigo sem prévio aviso, nos casos de violagao.
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O acesso ao conteldo das caixas postais € um direito restrito do usudrio, porém nao exclusivo. O Grupo
ACE reserva-se o direito de acesso a estas caixas postais através dos processos de controles internos,
conduzidos pela Area de Compliance.

Quando ocorrer a necessidade técnica de manutencgao, o acesso ao conteuddo das caixas postais podera
ser efetuado pelo Departamento de TI.

As notificacbes de férias, viagens a trabalho ou auséncia temporaria devem ser encaminhadas
restritamente as pessoas de relacionamento imediato e/ou interessadas.

A utilizacdo de todo e qualquer e-mail, exceto o regularizado pelo Grupo ACE, é vedada.

3.8. Armazenamento de Arquivos na Rede Corporativa

Somente os arquivos de interesse do Grupo ACE poderao ser armazenados na rede corporativa. E proibido
o0 armazenamento de arquivos de conteudo pornografico, jogos, filmes, arquivos de dudio e/ou video,
softwares ndo autorizados e documentos que ndo tenham ligacdes com as atividades profissionais do
Grupo ACE, em qualquer recurso da rede corporativa, seja mensagem de correio eletrénico, drives de
rede ou das estacées corporativas.

As informacGes particulares, com excecdo dos itens acima mencionados, poderdo ser armazenadas nos
drives da estacdo sob a responsabilidade do usuario, cabendo salientar que ndo é garantido o backup ou
a restauracdo de arquivos contidos nas estacGes de trabalho dos usudrios.

A Area de Compliance podera realizar a exclusdo de arquivos armazenados na rede corporativa, se 0s
mesmos nao tiverem relacdo com o negdcio do Grupo ACE, tais como musicas (Mp3, WMA, WAV, etc.),
jogos, imagens (.gif, .jpg, .bmp, etc.), softwares, pornografia (videos, imagens, softwares, etc.).

3.9. Procedimentos de Seguranca Cibernética
Identificacdo e avaliacdo de riscos (Risk Assessment)

O Grupo ACE deverd identificar e avaliar os principais riscos cibernéticos aos quais esta exposta. O Guia
ANBIMA de Seguranga Cibernética definiu que os ataques mais comuns de cybercriminals s3o os
seguintes:

e malware (virus, cavalo de troia, spyware e ransomware);
e engenharia social;

e pharming;

e phishing scam;

e vishing;

e smishing;

e acesso pessoal;

e ataques de DDoS e botnets;

e invasdes (advanced persistent threats).
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Com a finalidade de se manter resguardada contra estes e outros potenciais ataques, o Grupo ACE definiu
todos os ativos relevantes da instituicdo, fundamentais a seu funcionamento, criou regras para
classificacdo das informacdes geradas e avalia continuamente a vulnerabilidade de cada um desses ativos.

O Grupo ACE levou também em consideracdo os possiveis impactos financeiros, operacionais e
reputacionais em caso de evento de seguranga.

Acdes de prevencdo e protecdo

Uma importante regra de prevencdo consiste na segregacdo de acessos a sistemas e dados que o Grupo
ACE adota, conforme ja detalhado neste documento.

O Grupo ACE adota, além disto, regras minimas na definicdo de senhas de acesso a dispositivos
corporativos, sistemas e rede, em func¢do da relevancia do ativo acesso. O Grupo ACE trabalha com o
principio de que concessao de acesso deve somente ocorrer se 0s recursos acessados forem relevantes
ao usuario.

Os eventos de login e alteracdao de senhas sdo auditdveis e rastredveis. O Grupo ACE deve criar logs e
trilhas de auditoria sempre que os sistemas permitam.

O acesso remoto a arquivos e sistemas internos ou na nuvem tem controles adequados, a critério do
responsavel pela seguranca cibernética.

Outro ponto importante é que, ao concluir novos equipamentos e sistemas em producdo, o Grupo ACE
deverd garantir que sejam feitas configuragdes seguras de seus recursos. Devem ser feitos testes em
ambiente de homologacdo e de prova de conceito antes do envio a produgdo. O Grupo ACE conta com
recursos anti-malware em estagdes e servidores de rede, como anti-virus e firewalls pessoais. O Grupo
ACE proibe o acesso a determinados websites e a execugdo de softwares e/ou aplicagdes ndo autorizadas.

Todo e qualquer material com informagdes de clientes ou de suas operagdes devera ser mantido nas
dependéncias da Gestora responsavel pelo cliente, sendo proibida a cdpia ou reproducdo de tais
materiais, salvo mediante autorizacdo expressa do Diretor de Risco, Compliance e PLD. Ainda, todo e
qualquer arquivo eletronico recebido ou gerado pelo Colaborador no exercicio de suas atividades deve
ser salvo no diretdrio exclusivo do cliente ou do projeto a que se refere tal arquivo eletronico.

A proibi¢do acima referida ndo se aplica quando as cépias ou a impressdo dos arquivos forem em prol da
execucdo e do desenvolvimento dos negdcios e dos interesses do Grupo ACE. Nestes casos, o Colaborador
gue estiver na posse e guarda da copia ou da impressdo do arquivo que contenha a informacdo
confidencial sera o responsavel direto por sua boa conservagao, integridade e manutencdao de sua
confidencialidade. Ainda, qualquer impressdo de documentos deve ser prontamente retirada da maquina
impressora, pois podem conter informacGes restritas e confidenciais, mesmo no ambiente interno das
Gestoras.

O descarte de informagdes confidenciais em meio digital deve ser feito de forma a impossibilitar sua
recuperacao. O descarte de documentos fisicos que contenham informagdes confidenciais ou de suas
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cOpias devera ser realizado imediatamente apds seu uso, de maneira a evitar sua recuperacdo, sendo
recomendavel o seu descarte total.

A utilizagdo dos ativos e sistemas pertencentes ao Grupo ACE, incluindo computadores, telefones,
internet, e-mail e demais aparelhos, se destina a fins profissionais, devendo, portanto, evitar o uso
indiscriminado deles para fins pessoais.

O recebimento de e-mails muitas vezes ndo depende do préprio Colaborador, mas espera-se bom senso
de todos para, se possivel, evitar receber mensagens com as caracteristicas descritas previamente. Na
eventualidade do recebimento de mensagens com as caracteristicas acima descritas, o Colaborador deve
apaga-las imediatamente, de modo que estas permanecam o menor tempo possivel nos servidores e
computadores do Grupo ACE, bem como avisar prontamente o Diretor de Risco, Compliance e PLD.

N3o obstante o disposto no paragrafo anterior, todos os anexos dos e-mails recebidos pelos
Colaboradores sdo rigidamente verificados, de modo que os Colaboradores sequer receberdo e-mails que
tenham sido identificados como suspeitos apds tal verificacao.

Para seguranca dos perfis de acesso dos Colaboradores, as senhas de acesso dos Colaboradores sao
parametrizadas conforme regras estabelecidas neste documento.

Dessa forma, o Colaborador pode ser responsabilizado, inclusive, caso disponibilize a terceiros a senha e
login acima referidos, para quaisquer fins.

Cada Colaborador é responsavel, ainda, por manter o controle sobre a seguranca das informacdes
armazenadas ou disponibilizadas nos equipamentos que estdo sob sua responsabilidade.

O Grupo ACE adota também backup das informacgGes e dos diversos ativos da instituicdo, conforme as
disposicdes do presente documento.

Os Colaboradores deverdo manter arquivada toda e qualquer informacdo, incluindo informacgGes
confidenciais, privilegiadas ou reservadas, bem como documentos e extratos que venham a ser
necessdrios para a efetiva¢do satisfatéria de possivel auditoria ou investigagdo em torno de possiveis
investimentos e/ou clientes suspeitos de corrupcdo e/ou lavagem de dinheiro, em conformidade com a
Res CVM 50, em locais seguros, de modo a evitar o acesso de pessoas ndo autorizadas as informacdes ali
contidas.

Para concluir, pode-se mencionar que as medidas de diligéncia prévia também sdo caras a prevencdo e
protegdo dos ativos do Grupo ACE e devem ser observadas integralmente.

Pode-se, ademais, realizar testes de invasdo externa, phishing, bem como andlises de vulnerabilidades na
estrutura tecnolégica, periodicamente ou sempre que houver mudanca significativa em tal estrutura.

Os logs e trilhas de auditoria, criados na forma definida no item anterior, podem ser analisados sempre
gue necessario pela area responsavel, de forma a permitir rapida identificacao de ataques, sejam internos
ou externos.
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Por fim, o Diretor de Risco, Compliance e PLD poderd verificar (i) os e-mails repassados pelos
Colaboradores, (ii) o modo adotado pelos Colaboradores para utilizagdo dos ativos, sistemas, servidores
e rede de informacdes do Grupo ACE, incluindo a verificacdo de sites visitados, e (iii) do histérico de
acessos as areas restritas do Grupo ACE.

Plano de resposta

A Area de Compliance e a Area de Risco devem, conjuntamente com o Departamento de Tl, possuir um
plano formal de resposta a ataques virtuais. No mesmo, o Grupo ACE deve estabelecer os papeis de cada
area em tal plano, prevendo o acionamento de Colaboradores-chave e contatos externos relevantes.

O plano de resposta deve levar em conta os cendrios de ameacas previstos no risk assessment. Deve haver
critérios para a classificacdo dos incidentes, por severidade. O plano deve prever, conforme o caso, o
processo de retorno as instalacGes originais apds o final do incidente, na hipdtese em que as instalagOes
de contingéncia ou acessos remotos tenham de ser utilizados.

Reciclagem
Os grupos de trabalho diretamente envolvidos com qualquer parte do programa devem se manter

atualizados, buscando fornecedores especializados, se necessario.

O Grupo ACE devera divulgar o programa de seguranca cibernética internamente e disseminar a cultura
de seguranca, alertando sobre os riscos principais e as prdticas de seguranca.

Os Colaboradores deverdo participar de treinamentos que abordem o tema da seguranga cibernética, os
guais serdo aplicados pelo responsavel pela presente politica, em periodicidade ndo superior a 12 (doze)
meses.

3.10. Testes Periodicos

O Grupo ACE realizara testes dos seus sistemas de seguranca de informagdes, bem como dos preceitos
contidos no presente documento, incluindo, mas ndo se limitando: procedimentos de descarte de
informacgdes pelos Colaboradores e individualizagdo dos usuarios.

Todos os resultados desses testes, bem como os procedimentos para saneamento de eventuais
problemas, serdo descritos no relatério anual de controles internos do Grupo ACE e reportados ao Comité
de Risco, Compliance e PLD.

Os testes serdo realizados pelo Departamento de Tl e buscardo cobrir os seguintes pontos:

e identificacdo e avaliacdo de potenciais riscos cibernéticos, envolvendo ativos de hardware e
software, além de processos que necessitem de protegdo. Importante estimar impactos
financeiros, operacionais e reputacionais em caso de evento;

e estabelecimento de medidas de prevencdo e mitigacdo de riscos identificados na atividade de
identificacdo de riscos, de forma buscar evitar eventuais ataques cibernéticos aos dados e
equipamentos do Grupo ACE;
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e deteccdo de possiveis anomalias e/ou fragilidades no ambiente tecnolégico, incluindo acessos
ndo permitidos, usudrios ndo cadastrados, e dispositivos ndo autorizados;

e criacdo de um plano de resposta e recuperacao de incidentes, que contenha comunicacado interna
e externa, se necessario. Tal plano sera elaborado em conjunto entre a Area de Compliance, Area
de Risco e o Departamento de TI, e tera testes anuais para validar sua eficiéncia. O plano
identificard papéis e responsabilidades, com previsao de acionamento de Colaboradores e
contatos externos;

e manter o programa de seguranca cibernética atualizado, identificando novos e potenciais riscos,
ativos e processos.

As documentacdes relacionadas aos planos definidos e testes realizados, assim como os resultados
auferidos e acdes corretivas e mitigantes, deverdo ser mantidas em diretério interno da Area de
Compliance.

Os temas relacionados a seguranca da informacdo e cibernética serdo tratados no Comité de Risco,
Compliance e PLD, de forma ordindria, ou mesmo em reunido especifica, em casos de eventos
extraordinarios, para que sejam tomadas de forma tempestiva medidas de recuperacao, limitacdo de
danos, e resposta relevante.

4. Segregacao de Atividade

Inicialmente, cumpre esclarecer que as Gestoras atuam exclusivamente como administradoras de
carteiras de valores mobiliarios, na categoria de gestdo de recursos de terceiros, ndo prestando, portanto,
guaisquer outros servicos no mercado de capitais. Em razdo disso, ndo é suscitada qualquer hipdtese de
conflito no nivel de cada uma das Gestoras. Ndo obstante, as Gestoras manterdao a devida segregacgao
entre as suas areas e implementardo controles que monitorem a execucdo das atividades, a fim de
garantir a seguranga das informagdes e impedir a ocorréncia de fraudes e erros.

O primeiro nivel de segregacao refere-se as diferencas funcionais de atuacdo e autoridades definidas para
as posicdes de gestor, analistas, compliance, risco, comercial e administrativo. Perfis de acesso, e o
controle sdo realizados com base nessas divisoes.

Apesar dessa segregacdo, para permitir que as atividades internas ocorram de modo eficiente, certas
informacBes poderdo ser compartilhadas na base da necessidade (as-needed basis) nos comités e
reunides instituidos pelo Grupo ACE ou pelas Gestoras, sendo que os participantes se responsabilizam
pelo sigilo das informacdes.

O acesso de pessoas que nao fazem parte do quadro de Colaboradores sera restrito a recepcao e as salas
de reunido ou atendimento, exceto mediante prévio conhecimento e autorizacdo do Diretor de Risco,
Compliance e PLD, e desde que acompanhadas de Colaboradores. Em caso de antigos Colaboradores, nao
serd permitida a sua permanéncia nas dependéncias das Gestoras, com excecdo dos casos em que tenha
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sido chamado pela area de recursos humanos para conclusdo do processo de desligamento, de
aposentadoria ou outros. O atendimento a clientes nas dependéncias das Gestoras deve ocorrer,
obrigatoriamente, nas salas destinadas para reunides e visitas.

As diferentes areas das Gestoras terdo suas estruturas de armazenamento de informacdes logicamente
segregadas das demais, de modo a garantir que apenas os Colaboradores autorizados e necessdrios para
o desempenho de determinada atividade tenham acesso as informagées da mesma.

Sem prejuizo, as regras destacadas sobre seguranca da informacao, tratada neste documento, sobretudo
no que tange as segregacdes eletronicas e de fungdes, se aplicam para fins da segregacao de atividades e
devem ser observadas pelos Colaboradores.

Ademais, o Diretor de Risco, Compliance e PLD possui total autonomia e independéncia em suas decisdes
para guestionar os riscos assumidos nas operacdes realizadas, sendo possivel a aplicacdo das acdes
disciplinares cabiveis, independente de nivel hierarquico, sem que seja necessdria a validacdo prévia dos
administradores ou sécios do Grupo ACE, salvo se for de competéncia do Comité de Risco, Compliance e
PLD.

Por fim, o Grupo ACE ressalta que os mecanismos de mitigacdo de conflitos de interesses entre as Gestoras
podem ser consultados no Cédigo de Etica e Conduta aplicavel ao Grupo ACE.

5. Plano de Contingéncia e Continuidade dos Negdcios

5.1. Introducdo ao BCP
O objetivo do BCP é possibilitar que as Gestoras continuem com as suas operagdes e servigos essenciais,
mesmo nos cenarios de crise.

A presente se¢do define os procedimentos que deverdao ser seguidos pelas Gestoras no caso de
contingéncia, de modo a impedir a descontinuidade operacional por problemas técnicos. Foram
estipulados estratégias e planos de agdo com o intuito de garantir que os servigcos essenciais das Gestoras
sejam devidamente identificados e preservados apds a ocorréncia de um imprevisto ou um desastre.

O BCP prevé acbes que durem até o retorno a situagdo normal de funcionamento das Gestoras, dentro
do contexto de seu negdcio. O seu processo de acionamento se dard pelas pessoas indicadas ao longo da
presente politica, tdo logo haja ciéncia do cenario(s) de crise(s).

Cenarios de Crise
A Alternative Investment Managment Association (AIMA) lista em seu documento “Business Continuity

Management for Hedge Fund Managers — version June 2012” 24 possiveis cenarios de crise:

1. Explosdo em uma grande area; | 2. Fogo; 3. Faltalocalizada de energia;

4. Explosao localizada; 5. Inundagao; 6. Falha de circuito / terminal;
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7. Explosdo na vizinhanga; 8. Pandemia; 9. Falha de hardware;

10. Bomba radioldgica; 11. Clima extremo; 12. Virus / hackers;

13. Guerra ou insurreigdo civil; 14. Interrupgdo de transportes; 15. Roubo / sabotagem;

16. Alerta de seguranga; 17. Acidentes (dentro ou fora do | 18. Falha no sinal de telecom
escritério); (internet e/ou voz);

19. Vazamento de gas; 20. Eletrocussao; 21. Falha no hardware de telecom

22. Terremoto; 23. Falta geral de energia (apagdo); | 24. Falha na rede de celular
e

Uma vez que ocorra algum incidente parecido com estes 24 cenarios ou algo que chame a
atencao do Colaborador, o lider do BCP — que é o Diretor de Risco, Compliance e PLD ou, na
auséncia deste, o seu backup — devera ser imediatamente comunicado.

Desdobramentos

A lista de cendrios apresentada acima ndo tem a pretensdo de ser definitiva, existindo, por exemplo, o

cenario ocasionado por crises sanitdrias e pandemias (vide restricdes causadas pelo COVID-19). Além

disto, cenarios de crise sdo, por definicdo, imprevisiveis. No entanto, os cendrios acima geralmente levam

a combinacdo de um ou mais dos desdobramentos abaixo:

5.2.

perda de acesso ao prédio: significa que todos os Colaboradores que estiverem nos prédios das
Gestoras no momento do incidente deverao evacua-lo e quem estiver fora ndo podera entrar;
perda de pessoal: afeta o staff e prestadores de servigos das Gestoras. Inclui ferimentos, doencas,
morte e incapacidade de chegar nos escritérios (ou potencialmente trabalhar de casa);

perda de infraestrutura de TI: inclui falha parcial ou completa da rede de TI, incluindo hardware
e softwares essenciais. O fator-chave é envolver os prestadores de servigos assim que possivel
para instaurar os sistemas de backup;

perda de infraestrutura de telecom: inclui falha parcial ou completa da rede de telecomunicagdes,
incluindo equipamentos, telefones fixos, celulares e a internet);

perda de energia elétrica: falta de energia devido a apagbes ou interrupcdo da rede elétrica
devido a chuvas e/ou quedas de arvores.

Introducao ao BCP

Uma vez que o lider do BCP for acionado devido a uma potencial crise, caso seja possivel, este convocara

(pessoalmente ou via call-tree) os colaboradores-chave do Grupo ACE, para tratar especificamente da

crise e avaliar conjuntamente a situagdo e préoximos passos.

Na impossibilidade de decisao em conjunto — devido a situagao em que a pressao é extrema —
o lider do BCP podera tomar decisdes sozinho sobre os préximos passos para gerenciar a crise.
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Existem

geralmente trés etapas a serem percorridas apds a ocorréncia de um evento:

1. gestdo dacrise;

2.
3.

recuperagao; e
retomada.

Gestdo da Crise
1. Etapa Inicial — engloba varios aspectos e decisdes fundamentais a serem tomados imediatamente

apos o incidente:

1.1.

1.2
1.3.
1.4.
1.5.
1.6.
1.7.
1.8.

1.9.

avaliacdo dos impactos: o foco da reunido do time de crise deve ser em:

1.1.1. entender o que aconteceu;

1.1.2. quais sdo as consequéncias imediatas e gravidade da situacao;

1.1.3. como manter o staff a salvo; e

1.1.4. o que fazer imediatamente e decidir pela formaliza¢gdo ou ndo da crise (em caso afirmativo,
0s préximos passos sao seguidos);

comunicacdo ao restante dos Colaboradores;

evacuacao do prédio afetado de forma coordenada em conjunto com a administracao predial;

acionar assisténcia médica imediata, se necessario;

notificacdo dos servigcos de emergéncia (bombeiros, policia, SAMU), se necessario;

conducdo de chamada para ver os membros do staff e visitantes presentes;

retomada das tratativas acerca da crise;

realocagdo do staff:

1.8.1. quem vai para casa e quem vai para o site de contingéncia (virtual);

1.8.2. combinar como serdo as proximas comunicagoes (telefone, mensageria);

notificagcdo de parceiros-chave estratégicos: prestadores de servicos de Tl e telecom; corretoras;

e administrador fiduciario dos Fundos;

Tomar cuidado para manter a consisténcia da comunicagao ao informar terceiros. Apenas os
Colaboradores autorizados a falar em nome da empresa deverao fazer isto.

1.10. iniciar a redundancia de Tl (caso seja aplicavel) em conjunto com o Departamento de Tl; e

1.11. redirecionamento das linhas de telefone para os celulares (caso seja aplicavel).

2. Recuperagdo de Desastre —TI:

Ap0ds determinar a necessidade ou ndo de redundancia de TI, o lider do BCP e os colaboradores-chave

deverado atuar em conjunto com o Departamento de Tl para garantir que qualquer aplicativo e hardware

criticos continuem a operar via redundancia/backup. Isto inclui:

e acesso ao servidor e e-mails;
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e acesso aos principais servidores (aplicativos e arquivos); e

e acesso remoto aos sistemas.
3. Telecom:
Caso a redundancia de telecom seja necessaria, o provedor deve ser instruido a desviar linhas de dados/e-
mail.

4. Comunicagdo Externa:

A gestdo de relacionamentos externos durante uma interrupc¢ao das atividades normais é critica para o
curto e médio prazo das Gestoras. No curto prazo, os prestadores de servicos criticos devem ser avisados
para que eles adaptem os seus processos para a nova circunstancia. No longo prazo, prover uma
comunicacao clara, pontual e consistente a clientes, distribuidores e contrapartes fortalece a confianca
na organizagao.

O lider do BCP e os colaboradores-chave produzirdo um script padrdo para comunicar interna e
externamente (demais prestadores de servicos, clientes, dentre outros). E muito importante que a
comunicacdo externa seja consistente, uma vez que confusdo podera resultar em perda de confianga.

Caso algum Colaborador (que ndo esteja autorizado a falar em nome das Gestoras) seja questionado por
terceiros, o Colaborador devera direcionar o terceiro para alguém que esteja autorizado.

Recuperacdo
A fase de recuperacdo comeca apos a crise inicial ter sido contornada, ou seja, o staff ja foi recolocado, a

redundancia de Tl acionada e terceiros-chave notificados.

A fase de recuperacdo é composta das subfases a seguir:

1. Comunicacdo Interna: call didrio de acompanhamento entre lider do BCP e os colaboradores-chave e
outro call com os demais Colaboradores. Ambos devem ser minutados pelo lider do BCP e conter os
action points (atividade/dono/deadline).

2. Acoes Iniciais de Recuperacgao:

2.1. Comité de Risco, Compliance e PLD: devera se reunir assim que possivel para avaliar o impacto
do incidente nos diversos riscos (mercado, crédito, operacional, dentre outros) e, caso
necessario, tomar as devidas acoes;

2.2. Areas de Gestdo da ACE Capital e Areas de Gest3o da ACE Capital Saires: deve ser convocada uma
reunido para verificar se todas as informagdes necessdrias ao portfélio das Gestoras estdo
seguras. Dados faltando ou corrompidos devem ser comunicados ao lider do BCP e os
colaboradores-chave. O Diretor de Gestao da ACE Capital ou o Diretor de Gestdo da ACE Capital
Saires, conforme o caso, deverd deliberar se decisGes de investimento sdo requeridas, embora o
trading discricionario possa ser minimizado, de acordo com as novas condi¢cbes operacionais
aplicaveis as Gestoras;
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2.3. Areas de Compliance, Risco e Operacdes: estes times deverdo continuar a manter informados o
administrador fiducidrio dos Fundos, corretoras e outros contrapartes operacionais-chave.

3. Cobertura de fungdes criticas: todas as areas funcionais deverdo ter previamente identificado as suas
atividades criticas e o seu pessoal-chave necessario. Estas funcdes deverdao ser conduzidas com
qualquer problema sendo escalado ao lider do BCP e os colaboradores-chave.

4. Data Management:
4.1. migracdo dos trabalhos conduzidos externamente durante a crise para os sistemas essenciais (ou
backup);
4.2. backup de dados em ambiente de recuperacgao.

5. Comunicagdo Externa — stakeholders-chave externos devem ser atualizados regularmente.

6. Cenarios de Retificacdo/ Contingéncia:
6.1. acesso ao prédio: no caso de o prédio ter sido evacuado, ou o acesso a ele estar negado. E
provavel que documentos ou hardware importantes estejam dentro;
6.2. buscar acomodacao alternativa: no caso de o prédio ter sido gravemente danificado ou destruido
e a re-ocupacdo ndo seja possivel a médio prazo (ou nunca mais).

Retomada

A terceira fase é a transi¢do entre estar trabalhando em “modo recuperagao” para voltar ao modo normal
(business as usual). Deve ser tratada — e gerida — como um projeto, incluindo atividades, check-lists e
graficos de Gantt com uma clara linha do tempo.

Os temas cobertos por esta fase sdo dependentes do evento ocorrido, mas podem incluir:

- Como a organizagao volta a estar em compliance novamente?
- Algum sistema necessita ser reconstruido?
- A ACE Capital Saires ira mudar para um novo escritdrio?

5.3.  Redundancias e Contingéncias
Em caso de eventos de crise, as Gestoras possuem contingéncias e redundancias de forma a permitir a
continuagdo de suas atividades mesmo em condi¢Ges adversas.

Redundancia de Tl / Backup de Arquivos
As Gestoras disponibilizam em seus servidores o servigo de backup e restore de arquivos em cloud, que

tem o intuito de garantir a seguranca das informacgdes, a recupera¢do em caso de desastres e garantir a
integridade, a confiabilidade e a disponibilidade dos dados armazenados.
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Os backups sdo salvos ao longo do dia das pastas de dados de todo o Grupo ACE, incluindo e-mails,
devendo ser usado em casos em que nao é mais possivel a recuperacao do arquivo danificado ou perdido.

As Gestoras possibilitam o acesso remoto de todas as mensagens pelos Colaboradores.

O servico de e-mail das Gestoras é garantido por dispositivo de seguranca que executa fungdes de firewall
e antivirus no nivel do roteador. Além disso, antivirus (software) é ativado em cada computador individual
na rede de escritorio.

Redundancia de Infraestrutura (Telecom, Internet e Energia)
Telefonia: o Grupo ACE conta com servico VOIP de telefone para seus Colaboradores. Em caso de falhas
nas linhas telefénicas, os Colaboradores da ACE Capital ainda possuem celulares que podem substituir a

telefonia fixa.

Internet: o acesso a internet é disponibilizado por 2 links de alta velocidade dedicados e 1 link ADSL de
100 mbps.

Energia: em caso de falha de fornecimento de energia, o Grupo ACE possui no-break para suportar o
funcionamento de seus servidores, rede corporativa, telefonia e estacGes de trabalho principais
(desktops) para a efetiva continuidade dos negdcios, até que o gerador do prédio no qual esta localizado
seu escritério seja acionado. Apds 30 (trinta) minutos, caso ndo tenha sido acionado o gerador, ou apds 2
(duas) horas, caso ndo tenha sido reestabelecido o fornecimento de energia, a equipe é deslocada para o
trabalho remoto.

Teste de no-break realizado duas vezes por ano.

Site de Contingéncia e Home-Office
Em caso da perda de acesso a sede das Gestoras, os Colaboradores poderdo: (a) acessar o site de

contingéncia (ambiente em nuvem) ou (b) trabalhar de casa com acesso VPN (home-office).

No site de contingéncia, o Grupo ACE possui 4 (quatro) computadores devidamente configurados em
nuvem (maquinas virtuais) cujo acesso é permitido aos colaboradores-chave, englobando, no minimo,
membros das Areas de Gestdo da ACE Capital, Areas de Gestdo da ACE Capital Saires, Operacdes e Risco.
Estes computadores possuem a “software-padrao” dos aplicativos essenciais das Gestoras para operag¢do
e sistemas.

As Gestoras também contam com acesso remoto via VPN a sua rede de dados e alguns aplicativos para os
Colaboradores que optarem pelo home-office. Tal acesso encontra-se disponivel a todos os Colaboradores
autorizados pelo Diretor de Risco, Compliance e PLD.

o As informagoes dos portfélios, além de estarem nos sistemas internos da ACE Capitale da ACE

Capital Saires, sdo disponibilizadas diariamente pelo administrador fiduciario, que também
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informara qualquer movimentagao no passivo dos fundos para adequag¢do do caixa dos
Fundos.

5.4. Revisao Anual, Atualizagao e Testes

Revisdo Anual e Atualizacdo

O BCP devera ser revisado anualmente e atualizado sempre que for necessdrio. Cada revisdao devera ser

aprovada pelo Diretor de Risco, Compliance e PLD e as cépias do plano revisado deverao ser distribuidas
a todos os Colaboradores. O BCP também serd revisto caso aconteca alguma das situacdes abaixo:

e mudancas materiais — organizacionais — no negdcio das Gestoras;

e mudancas de pessoal;

e mudanca de enderego do escritério de uma das Gestoras ou abertura de um escritério adicional;
e introducdo de novos processos ou alteracdo dos existentes;

e upgrade ou altera¢des na infraestrutura de IT e/ou sistemas;

e mudanca de prestador de servico relevante;

e alteragdes de informacgdes de contatos (p.e., nimeros de telefone).

Testes
O BCP deve ser testado para garantir que o mesmo funcione em caso de necessidade. Diferentes cenarios

de eventos devem ser testados ao menos anualmente. Os principais testes sdo elencados a seguir:

call tree: o lider do BCP comegara o teste fora do horario comercial - sem aviso prévio - transmitindo

uma palavra cédigo para os participantes do call tree. No dia seguinte, todos os participantes deverao
reportar a palavra-cédigo transmitida. Este teste avalia a viabilidade do call tree e se os nUmeros de
telefone foram corretamente registrados;

conectividade remota e site de contingéncia: todo o staff que possuir acesso remoto via VPN (Virtual
Private Network) devera se logar na rede do Grupo ACE a partir de casa e checar se todos os sistemas
essenciais e acessos funcionam perfeitamente. Ao menos um Colaborador das Areas de Gest3o da
ACE Capital, um Colaborador das Areas de Gest3o da ACE Capital Saires e um da Area de Risco deverdo
efetuar os testes através dos computadores (virtuais) localizados no site de contingéncia (virtual);
redundancia de Tl: durante um final de semana, Departamento de Tl ird acionar o sistema backup e
todo o staff tentara logar no sistema testando as aplicagOes essenciais. Posteriormente — no mesmo
final de semana — o sistema principal/primario sera acionado novamente, para testar o processo de
retomada;

redundancia de telecom: durante um final de semana, todas as linhas fixas de telefone serdo testadas
e entdo estes serdo testados através de um call tree para telefones fixos. Posteriormente — no mesmo
final de semana — as linhas fixas serdo reativadas e testadas como parte do processo de retomada;
redundancia de energia (no-breaks): durante um final de semana, a energia sera desligada e o no-
break interno entrard em funcionamento. Os acessos e o0s sistemas essenciais deverdo ser checados.
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Posteriormente — no mesmo final de semana — a energia sera reativada e os acessos novamente

testados como parte do processo de retomada.

Obrigacoes dos Colaboradores em relacdo ao BCP

imediatos e do seu supervisor;

Grupo ACE. Os Colaboradores deverao, obrigatoriamente:

e manter uma versao impressa atualizada do BCP em casa e no escritoério;

O BCP somente funcionara com o devido engajamento de todos os colaboradores-chave do

e ter programado no seu celular os nimeros dos telefones do lider do BCP, seus colegas

0 e testar periodicamente o acesso aos sistemas primdrios e backups via VPN (aqueles que

virtuais;

servigos também devem manter programados os contatos destes no celular.

tiverem acesso e estrutura computador/internet para o home-office) e maquinas

e manter uma politica de mesa limpa (clean desk policy): no caso de um roubo ou
incéndio, os papéis guardados ficam muito mais seguros do que aqueles deixados soltos;
e 0s Colaboradores que gerenciem ou tenham relacionamentos com prestadores de

5.5. Atividades e Responsabilidades Relacionadas ao BCP

Em caso de eventos de crise, as Gestoras possuem contingéncias e redundancias, de forma a permitir a

continuagdo de suas atividades mesmo em condi¢Bes adversas.

Os responsaveis pelas atividades relacionadas ao BCP do Grupo ACE sdo listados a seguir:

Manutencdo e atualiza¢do do plano

Diretor de Risco, Compliance e PLD

Aprovagado, revisdes e conduzir revisdo anual

Diretor de Risco, Compliance e PLD

Treinamento e teste anual do plano

Diretor de Risco, Compliance e PLD

Implementag¢do do plano em caso de necessidade

lider do BCP e os colaboradores-chave

Prover informagoes do plano para investidores e CVM

Diretor de Risco, Compliance e PLD

Revisar BCPs de prestadores de servigos essenciais:
* na contratacao dos servicos;

* na revisdo anual do BCP da ACE Capital

Diretor de Risco, Compliance e PLD
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6. Sancdes Disciplinares

A violacdo das diretrizes mencionadas neste documento poderd acarretar em sancgdes disciplinares
previstas na Politica de Regras, Procedimentos e Descri¢do dos Controles Internos aplicavel as Gestoras.

Em caso de uso indevido, o login que fica registrado nos arquivos de log do sistema é o do usudrio que
tem acesso ao correio eletrénico, mesmo que o acesso tenha sido feito por outra pessoa. Somente os
usuarios liberados é que podem utilizar o acesso. Por esse motivo é extremamente importante que a
senha do usuario fique restrita ao seu conhecimento apenas.

O Grupo ACE se reserva o direito de proibir o uso de telefones celulares na area de gestdao das Gestoras e
de rastrear, monitorar, gravar e inspecionar todo e qualquer trafego de voz realizado através de contato
telefénico e internet, bem como troca de informacgdes escritas transmitidas via internet, ou mesmo
intranet, sistema de mensagem instantanea, fax, correio fisico e eletronico (e-mail), e ainda, como os
arquivos armazenados ou criados pelos recursos da informatica pertencentes ao Grupo ACE ou utilizados
em nome dela, a fim de assegurar o fiel cumprimento desta politica de seguranga da informacgdo, bem
como da legislagdo em vigor.

7. RevisOes, AtualizacOes e Vigéncia

Esta Politica de Segregacdo, Confidencialidade, Seguranca de Informacdo e Cibernética sera revisada
sempre que necessario, a fim de aperfeicoar suas regras ou adequd-las as novas regulamentagdes. N3do
obstante as revisdes estipuladas, podera ser alterado sem aviso prévio e sem periodicidade definida em
razdo de circunstancias que demandem tal providéncia.

Em caso de atualizacBes, a Area de Compliance informara aos Colaboradores sobre a entrada em vigor de
nova versdo deste documento e a disponibilizara na pdagina das Gestoras na rede mundial de
computadores.

Esta Politica de Segregacao, Confidencialidade, Seguranca de Informacdo e Cibernética revoga todas as
versdes anteriores e passa a vigorar na data de sua aprovagao.

8. Disposicoes Gerais
Em cumprimento aos quesitos legais e normativos da LGPD, considerando o teor do Anexo | — Politica de

Privacidade, a presente politica estd disponivel no endereco eletrébnico das Gestoras:
www.acecapital.com.br.
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9. Glossario
ACE Capital — significa a ACE Capital Gestora de Recursos Ltda.

ACE Capital Saires — significa a ACE Capital Saires Gestora de Recursos Ltda.ANBIMA — Associagao
Brasileira das Entidades dos Mercados Financeiro e de Capitais.

ANPD — Agéncia Nacional de Prote¢ao de Dados.

Area de Compliance — 4rea responsével pelos procedimentos de compliance e prevencio a lavagem de
dinheiro do Grupo ACE, subordinada ao Diretor de Risco, Compliance e PLD.

Area de Risco — 4rea responsavel pelos procedimentos de controle de riscos do Grupo ACE, subordinada
ao Diretor de Risco, Compliance e PLD.

Areas de Gest3do da ACE Capital — significam todas as areas responsaveis pelos investimentos dos Fundos,
subordinadas ao Diretor de Gestdo da ACE Capital.

Areas de Gestdo da ACE Capital Saires — significam todas as dreas responsaveis pelos investimentos das
Classes dos Fundos, subordinadas ao Diretor de Gestao da ACE Capital Saires.

Area de Operagdes — drea responsdavel pelos procedimentos operacionais, de controle e liquidacio,
relativos ao Grupo ACE e aos Fundos, n3o atribuiveis as Areas de Risco e Compliance, subordinada ao
Diretor de Risco, Compliance e PLD.

BCP — plano de contingéncia e continuidade dos negdcios.

Classes dos Fundos — as classes dos fundos de investimentos geridos pela ACE Capital ou pela ACE Capital
Saires, conforme o caso.

Clientes — significam os cotistas das Classes dos Fundos, efetivos ou potenciais, para os quais as condicGes
da Politica de Privacidade, sejam aplicaveis.

Colaborador(es) — significa sécios, administradores, funciondrios e todos que, de alguma forma, auxiliam
o desenvolvimento das atividades do Grupo ACE.

Comité de Risco, Compliance e PLD — significa o Comité de Risco, Compliance e PLD do Grupo ACE.
CVM — Comissdo de Valores Mobilidrios.

Departamento de Tl — empresa especializada na prestagdo de servigos de Tl, contratada pelo Grupo ACE,
subordinada ao Diretor de Risco, Compliance e PLD.

Diretor de Gestdao da ACE Capital — conforme definido no contrato social da ACE Capital.

Diretor de Gestao da ACE Capital Saires — conforme definido no contrato social da ACE Capital
Saires.Diretor de Risco, Compliance e PLD — conforme definido no contrato social da ACE Capital e da ACE
Capital Saires.
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Fundo(s) — fundo(s) de investimentos gerido(s) pela ACE Capital ou pela ACE Capital Saires, conforme o
caso.

Gestora(s) — significa ACE Capital, ou ACE Capital Saires, quando referidas individualmente, ou ambas,
guando referidas em conjunto.

Grupo ACE - significa o grupo econémico formado entre a ACE Capital e a ACE Capital Saires, em virtude
do controle comum exercido pela ACE Capital Partners Participacdes Ltda, inscrita no CNPJ/ME sob o n°
34.896.561/0001-32.

Informagao(6es) — toda informagdo confidencial, reservada ou privilegiada das Gestoras, no contexto da
politica de Segregacdo, Confidencialidade, Seguranca da Informacao e Seguranca Cibernética aplicavel as
Gestoras.

LGPD - significa a Lei n2 13.709, de 14 de agosto de 2018, e alteragdes.

Politica de Regras, Procedimentos e Descricao dos Controles Internos — significa a Politica de Regras,
Procedimentos e Descricao dos Controles Internos aplicavel as Gestoras, conforme divulgado no endereco
eletronico das Gestoras: www.acecapital.com.br.

Politica de Prevengdo e Combate a Lavagem de Dinheiro e Financiamento do Terrorismo (PLDFT) e
Cadastro - significa a Politica de Prevencdo e Combate a Lavagem de Dinheiro e Financiamento do
Terrorismo (PLDFT) e Cadastro aplicavel as Gestoras, conforme divulgado no enderecgo eletrénico das
Gestoras: www.acecapital.com.br.

Politica de Privacidade - significa a Politica de Privacidade aplicavel as Gestoras, nos termos do Anexo | a
presente Politica de Segregacao, Confidencialidade, Seguranca da Informacao e Seguranca Cibernética.

Politica de Segregagao, Confidencialidade, Seguranga da Informagao e Seguranga Cibernética — significa
a presente Politica de Segregacdo, Confidencialidade, Seguranca da Informacao e Seguranca Cibernética
aplicavel as Gestoras.

Res CVM 21 - significa a Resolucdo CVM n2 21, de 25 de fevereiro de 2021.
Res CVM 50 - significa a Resolu¢dao CVM n2 50, de 31 de agosto de 2021.

Violagdo — caracteriza por qualquer ato ou solicitacdo de ato que: (i) esteja em desacordo com a legislacdo
vigente (leis, normas e/ou regulamentos de autoridades publicas ou drgdos autorreguladores); (ii) esteja
em desacordo com as politicas internas aplicaveis as Gestoras; (iii) seja antiético ou que prejudique de
qualquer forma a reputacdo do Grupo ACE; ou (iv) seja de retaliagdo a quem tenha reportado a violagdo.
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ANEXO | — POLITICA DE PRIVACIDADE

Anexo | - 1. Introducao e Objetivo

O objetivo da presente Politica de Privacidade aplicavel as Gestoras é apresentar os mecanismos utilizados
pelas Gestoras para preservar a confidencialidade dos dados pessoais - conforme definido pela LGPD - aos
guais as Gestoras eventualmente tiver acesso.

Importante salientar que as Gestoras atuam exclusivamente na qualidade de administradoras de carteiras
de valores mobilidrios, na categoria “gestor de recursos”, nos termos do artigo 1°, §1°, inciso Il, da Res
CVM 21. Desta forma, esta Politica de Privacidade foi desenvolvida considerando o escopo de atuacdo das
Gestoras.

N3o obstante, as Gestoras atuam como intermediadoras operacionais de dados cadastrais dos cotistas
das Classes dos Fundos , em virtude da celebracdo de acordo com o administrador fiducidrio e com os
distribuidores dos Fundos, com o exclusivo objetivo de otimizar a operacionalizacdo do processo de
cadastro de cotistas. Neste sentido, caso as Gestoras obtenham acesso aos dados dos Clientes, estes serdo
arquivados, para fins de cumprimento ao disposto na Res CVM 50 e na Politica de Prevencdo e Combate
a Lavagem de Dinheiro e Financiamento do Terrorismo (PLDFT) e Cadastro aplicavel as Gestoras, e
submetidos aos processos de seguranca descritos nesta Politica de Privacidade e na Politica de
Segregacdo, Confidencialidade, Seguranca da Informacdo e Seguranca Cibernética aplicavel as Gestoras,
no que pese serem dados de manutencdo obrigatdria, nos termos da legislacdo em vigor.

Anexo | - 2. Aspectos Gerais

As Gestoras respeitam a privacidade de todos os titulares de dados pessoais, estando, desta forma,
comprometida a tomar todas as medidas possiveis para assegurar de maneira razoavel a protecdo dos
dados pessoais coletados.

Todas as informagOes sdo tratadas de acordo com as leis e regulamentacOes de protecdo de dados
aplicaveis. Nesse sentido, o tratamento de dados de Clientes é realizado pela Area de Compliance e pelos
Colaboradores integrantes da Area de Operagdes.

As Gestoras declaram, para todos os fins e efeitos de direito, que ndao recebem dados pessoais
considerados sensiveis. Sdo considerados dados sensiveis: dados pessoais sobre origem racial ou étnica,
convicgdo religiosa, opinido politica, filiagdo a sindicato ou organiza¢do de carater religioso, filoséfico ou
politico, dado referente a sadide ou a vida sexual, dado genético ou biométrico, quando vinculado a pessoa
natural, na conducgao das suas atividades.
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A privacidade dos dados pessoais das fontes de dados, conforme definido no item “Fontes de Dados”
adiante, é de grande relevancia para as Gestoras, e temos como politica respeitar a confidencialidade da
informacao e a privacidade.

As Gestoras ndo sao responsaveis pelo uso indevido ou perda dos dados pessoais a que ndao tem acesso
ou controle. As Gestoras também ficam isentas de responsabilidade diante do uso ilegal e ndo autorizado
dessa informagdo como consequéncia de uso indevido ou desvio das suas credenciais de acesso, conduta
negligente ou maliciosa como consequéncia de atos ou omissdes da sua parte ou de alguém autorizado
em seu nome.

Anexo | - 3. Politica de Privacidade

Anexo | - 3.1. Responsavel

Em atencdo aos termos da LGPD, o responsavel por tratar e resolver questdes relacionadas a presente
Politica de Privacidade serd o Diretor de Risco, Compliance e PLD, que conta com o auxilio do
Departamento de TI, responsavel por implementar as medidas de seguranca de informacdo e protecao

de dados pessoais (“DPO”, ou “area responsavel”, quando em conjunto com o Departamento de Tl). A
Area de Compliance é responsavel por monitorar e acompanhar as atividades desenvolvidas pelo

Departamento de Tl, sendo certo que tal departamento responde diretamente ao DPO.

As Gestoras respeitam a privacidade de todos os titulares de dados pessoais, estando, desta forma,
comprometida a tomar todas as medidas possiveis para assegurar de maneira razoavel a protecdo dos
dados pessoais coletados.

Anexo | - 3.2. Fontes de Dados
Conforme mencionado anteriormente, considerando o escopo de atuac¢do das Gestoras (i.e., gestdo de
recursos de terceiros), identificamos que as fontes de dados centrais sdo as seguintes:

(i) Colaboradores, incluindo sdcios, administradores, diretores, funciondrios, estagiarios ou
consultores;

(i) Fornecedores;

(iii) Parceiros comerciais; e

(iv) Clientes.

Reiteramos, eventuais dados pessoais compartilhados, sejam de Clientes, fornecedores ou parceiros
comerciais, serdo armazenas e terdo o sigilo assegurado, observados os termos da presente Politica de
Privacidade, sobretudo o disposto no item “Seguranca e Privacidade dos Dados Pessoais”, e da Politica de
Segregacdo, Confidencialidade, Seguranca da Informacdo e Cibernética aplicavel as Gestoras.
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Anexo | - 3.3. Coleta de Dados Pessoais

Inicialmente, no tocante aos visitantes do website das Gestoras, as Gestoras salientam, para todos os fins,
gue adotam uma politica de ndo utilizar mecanismos para coletar dados dos usudrios que visitam o seu
site. Desta forma, ndo sdo usadas tecnologias como coleta de localizacdo e endereco IP, através de
cookies.

Sendo assim, a coleta de dados pessoais ocorrerd exclusivamente por intermédio das seguintes
modalidades:

e E-mail, correio, reunides, telefone, formuldrios e contratos, por meio da entrega de documentos
e informacoes pessoais.

Nesses casos, o titular dos dados pessoais prestara as informagdes com uma das seguintes finalidades: (i)
possuir ou pretender possuir relacdo de trabalho com o Grupo ACE; (ii) fornecer ou pretender fornecer
produtos e/ou servicos; ou (iii) solicitar servicos das Gestoras.

® Por meio de fontes publicamente disponiveis.

As Gestoras, sobretudo para garantir a eficiéncia dos processos de Know Your Client, Know Your Partner
e Know Your Employee, poderdo realizar consultas sobre dados pessoais em bases publicas.

Anexo | - 3.4. Dados Pessoais Coletados dos Clientes

Conforme mencionado anteriormente, as Gestoras funcionam como intermediadoras operacionais de
dados cadastrais dos cotistas das Classes dos Fundos , em virtude da celebracdo de acordo com o
administrador fiduciario e com os distribuidores das Classes dos Fundos nesse sentido, com o exclusivo
objetivo de otimizar a operacionalizacdo do processo de cadastro de cotistas. Nesta hipdtese, poderdo
ser coletadas as informacdes adiante:

| — Se Pessoa Fisica:

(i) Nome completo;

(ii) Data de nascimento;

(iii) Naturalidade;

(iv) Nacionalidade;

(v) Estado civil;

(vi) Nome da mae;

(vii) Numero do documento de identificagcdo e érgdo expedidor;

(viii)  Numero de inscricdo no CPF;

(ix) Nome e respectivo nimero do CPF do cénjuge ou companheiro, se for o caso*;
(x) Endereco completo (logradouro, complemento, bairro, cidade, unidade da federagao e
CEP) e numero de telefone;

(xi) Endereco eletronico para correspondéncia;

(xii) Ocupacdo profissional;
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(xiii)  Nome da entidade, com respectiva inscricdo no CNPJ, para a qual trabalha, quando
aplicavel*;

(xiv)  Informacdes atualizadas sobre os rendimentos e a situagdo patrimonial;

(xv) Informacgdes sobre o perfil do Cliente, conforme regulamentagdo especifica que dispde
sobre dever de verificacdo da adequacdo dos produtos, servicos e operacdes ao perfil do Cliente,
guando aplicavel;

(xvi)  Se o Cliente opera por conta de terceiros, no caso dos administradores das Classes dos
Fundos e de carteiras administradas;

(xvii)  Se o Cliente autoriza ou ndo a transmissdo de ordens por procurador*;

(xviii) Endereco completo dos procuradores, se houver, bem como registro se eles sdo
considerados pessoas expostas politicamente (“PEP”), se for o caso, nos termos da Res CVM 50%;
(xix)  Qualificacdo dos procuradores e descri¢cdo de seus poderes, se houver*;

(xx) Datas das atualizagGes do cadastro;

(xxi)  Assinatura do Cliente;

(xxii)  Se o Cliente é considerado PEP nos termos da Res CVM 50;

(xxiii) Copia dos seguintes documentos: (a) documento de identidade; e (b) comprovante de
residéncia ou domicilio; e

(xxiv) Codpias dos seguintes documentos, se for o caso: (a) procuracao; e (b) documento de
identidade dos procuradores e respectivo nimero de inscricdo no CPF.

*As informacgGes somente serdo exigidas com relagdo ao cadastro de Clientes que atuem em mercados
organizados de valores mobiliarios.

Il — Se Pessoa Juridica, exceto pessoas juridicas com valores mobilidrios de sua emissdo admitidos a

negociacdo em mercado organizado:

(i) Denominacdo ou nome empresarial;

(ii) Nomes e CPF dos controladores diretos ou nome empresarial e inscricdo no CNPJ dos
controladores diretos, com a indicagao se eles sao PEP;

(iii) Nomes e CPF dos administradores;

(iv) Nomes e CPF dos procuradores, se couber;

(v) Inscrigdo no CNPJ;

(vi) Endereco completo (logradouro, complemento, bairro, cidade, unidade da federacdo e
CEP);

(vii) Numero de telefone;

(viii)  Endereco eletronico para correspondéncia;

(ix) Informacgdes atualizadas sobre o faturamento médio mensal dos Ultimos 12 (doze) meses
e a respectiva situagdo patrimonial;

(x) Informacgdes sobre o perfil do Cliente, conforme regulamentacdo especifica que dispde
sobre dever de verificagdao da adequag¢do dos produtos, servigos e operagdes ao perfil do Cliente,
quando aplicavel;
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(xi) Denominagao ou razao social, bem como respectiva inscricdo no CNPJ de pessoas juridicas
controladoras, controladas ou coligadas, quando aplicavel, observado que na hipdtese de a
controladora, controlada ou coligada ter domicilio ou sede no exterior e ndo ter CNPJ no Brasil,
devera ser informada a razao social e o nimero de identificacdo ou de registro em seu pais de
origem*;

(xii) Se o Cliente opera por conta de terceiros, no caso dos gestores de das Classes dos Fundos
e de carteiras administradas;

(xiii)  Se o Cliente autoriza ou ndo a transmissdo de ordens por representante ou procurador;
(xiv)  Qualificacdo dos representantes ou procuradores, se couber e descricdo de seus poderes;
(xv) Datas das atualizagGes do cadastro;

(xvi)  Assinatura do Cliente;

(xvii) Copia dos seguintes documentos: (a) documento de constituicdo da pessoa juridica
devidamente atualizado e registrado no 6rgao competente; e (b) atos societarios que indiquem
os administradores da pessoa juridica, se for o caso;

(xviii) Copias dos seguintes documentos, se for o caso: (a) procuracao; e (b) documento de
identidade dos procuradores e respectivo nimero de inscricdo no CPF; e

(xix)  Endereco completo dos procuradores, se houver, bem como registro se ele é considerado
PEP, se for o caso, nos termos da Res CVM 50%*.

*As informacGes somente serdo exigidas com relacdo ao cadastro de Clientes que atuem em mercados
organizados de valores mobiliarios.

Il — Se Pessoa Juridica com valores mobilidrios de sua emissdo admitidos a negociacdo em mercado
organizado:

(i) Denominagao ou razao social;

(ii) Nomes e numero do CPF de seus administradores;

(iii) Inscricdo no CNPJ;

(iv) Endereco completo (logradouro, complemento, bairro, cidade, unidade da federagdo e

CEP);
(v) Numero de telefone;
(vi) Endereco eletronico para correspondéncia;

(vii) Datas das atualiza¢Ges do cadastro; e
(viii)  Concordancia do Cliente com as informacdes.

IV — Se fundos de investimento registrados na CVM:

(i) A denominacdo;

(ii) Inscricdo no CNPJ;

(iii) Identificagdo completa do seu administrador fiducidrio e do seu gestor, nos termos do
inciso Il ou lll acima, conforme aplicavel; e

(iv) Datas das atualiza¢Ges do cadastro.
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V — Nas demais hipdteses:

(i) A identificacao completa dos Clientes, nos termos dos incisos | a IV acima, no que couber;
(ii) A identificacdo completa de seus representantes e administradores, conforme aplicavel;
(iii) Informacdes atualizadas sobre a situacdo financeira e patrimonial;

(iv) Informacgdes sobre perfil do Cliente, conforme regulamentacao especifica que dispoe

sobre dever de verificagcdao da adequacgdo dos produtos, servicos e operagdes ao perfil do Cliente,
guando aplicavel;

(v) Se o Cliente opera por conta de terceiros, no caso dos administradores de fundos de
investimento e de carteiras administradas;

(vi) Datas das atualizacGes do cadastro; e

(vii) Assinatura do Cliente.

VI — No caso de investidores ndo residentes, o cadastro deve conter, adicionalmente:

(i) Os nomes e respectivos numeros de CPF das pessoas naturais autorizadas a emitir ordens
no Brasil e, conforme o caso, dos administradores da instituicdo ou responsdveis pela
administracdo da carteira; e

(ii) Os nomes e respectivos numeros de CPF do representante legal e do responsavel pela
custédia dos seus valores mobiliarios no Brasil.

O tratamento dos dados de Clientes mencionados na presente se¢do serd realizado pela Area de
Compliance e pelos Colaboradores integrantes da Area de Operacdes.

Anexo | - 3.5. Dados Pessoais Coletados dos Fornecedores e Parceiros Comerciais

As Gestoras coletardo os seguintes dados pessoais de fornecedores e parceiros comerciais:

(i) Dados de identificagdo e contato dos signatarios do contrato, conforme o caso, e principais
responsaveis pela empresa;

(ii) Conforme o caso, via do contrato, devidamente assinada por todas as partes, incluindo
testemunhas com RG e CPF, contendo a clausula anticorrupgdo (pode ser por meio eletrénico ou cdpia
digitalizada);

(iii) Estabilidade financeira;
(iv) Outros usuarios dos servicos do fornecedor ou parceiro comercial; e
(v) Tecnologia e habilidade de entregar os servigos:

Anexo | - 3.6. Dados Pessoais Coletados de Colaboradores e Candidatos a Vaga de

Trabalho na Gestora
As Gestoras poderao, sem se limitar, coletar os seguintes dados pessoais de Colaboradores e Candidatos:
(i) Nome completo, RG, CPF;
(ii) Estado civil;
(iii) Cidade, estado, pais, CEP, endereco;
(iv) Telefone, e-mail;

31



/\\Ce Capital

(v) Certificagbes, conforme o caso;

(vi) Descrever como ficou sabendo da vaga, conforme o caso;

(vii) Informacgdes sobre a graduacdo: data de término/previsdo, instituicio, tipo de curso.

(viii)  Informacgdes sobre trabalhos anteriores: nome da empresa, data de inicio, término e cargo
ocupado.

Anexo | - 3.7. Objetivo da Coleta de Dados Pessoais

Em suma, o objetivo da coleta de dados pessoais é garantir a execugao das atividades desempenhadas
pelas Gestoras e dos fornecedores e parceiros comerciais, bem como manter um canal de comunicacdo
valido e eficaz. Neste sentido, as Gestoras manterdo uma relacdo de fornecedores e parceiros comerciais.

Ademais, a coleta de dados também visa salvaguardar legitimos interesses das Gestoras e dos titulares de
dados pessoais, bem como atender aos termos da legislacdo e regulamentacdo vigente.

Anexo | - 3.8. Consentimento por Parte do Titular de Dados Pessoais

Caso a finalidade da coleta para qualquer tratamento de dados pessoais necessite do consentimento do
titular de dados pessoais, este sera fornecido por meio de instrumento especifico (e.g. e-mail valido ou
formulario, fisico ou eletrénico). As interagdes realizadas pelas Gestoras com os seus Colaboradores,
fornecedores, parceiros comerciais e, eventualmente, Clientes, serdo de cunho exclusivamente
profissional.

Anexo | - 3.9. Compartilhamento de Dados Pessoais
Inicialmente, as Gestoras atestam, para todos os fins e efeitos, que ndo possuem qualquer convénio de
informagdes com outras empresas, tampouco cadastro compartilhado.

As Gestoras somente compartilhardo dados especificos com prestadores de servigos cujo acesso seja
imprescindivel para a consecugdo do servigo contratado e que se comprometam a manter o nivel de
cuidado e diligéncia na manutengao da informacao.

Reiteramos, apenas prestadores que necessitem, de forma imprescindivel, dos dados e tenham contrato
com as Gestoras ou com os veiculos de investimento geridos poderdo receber os dados especificos
necessdrios para a consecu¢do das atividades. Exemplos de tais prestadores de servigos incluem
corretoras e empresas de compensacdo, empresas de suporte de contabilidade, administradores de
fundos, nos termos mencionados anteriormente na presente Politica de Privacidade, e escritdrios de
servigos.

Adicionalmente, as Gestoras poderao compartilhar dados pessoais nos seguintes casos:

(i) Para atendimento a medida necessdria dentro dos termos das leis, regras ou regula¢des
aplicaveis;

(ii) Perante a existéncia de obrigacdo de divulgacgao;

(iii) Por legitimo interesse que exija a divulgacao; ou

(iv) A pedido expresso do titular de dados, mediante o seu consentimento expresso.
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Anexo | - 3.10. Seguranga e Privacidade dos Dados Pessoais

As Gestoras adotam medidas protetivas razodveis contra ameacas fisicas, administrativas e técnicas para
proteger suas informacOes pessoais de acesso, uso e divulgacdo ndo autorizados, dentre as quais, além
daquelas previstas na Politica de Segregacao, Confidencialidade, Seguranca da Informacao e Cibernética
aplicavel as Gestoras, se destacam as seguintes:

e Protecdo de Dados: (i) a Area de Compliance e a Area de Risco, podendo solicitar suporte do

Departamento de Tl, devem efetuar verificagbes semestrais na rede corporativa, para validar o acesso
seguro aos recursos disponiveis. As irregularidades encontradas durante essas verificacbes devem ser
comunicadas ao Diretor de Risco, Compliance e PLD; (ii) o bloqueio de acesso a rede sera efetuado pelo
Departamento de Tl sempre que solicitado pelo Diretor de Risco, Compliance e PLD, ou caso seja
detectado algum risco para a rede ou para os sistemas do Grupo ACE; e (iii) todas as maquinas possuem
o conector USB bloqueado por software, sendo vedada a utilizacdo de pendrives ou qualquer dispositivo
de transferéncia de arquivos, sendo concedido acesso restrito ao Diretor de Risco, Compliance e PLD a
tais dispositivos.

e Confidencialidade dos Dados: os usuarios devem ter acesso somente as informagdes necessarias a

execucdo de suas tarefas, sendo de responsabilidade do Departamento de Tl, em consonancia com a Area
de Compliance: (i) promover destruicdo dos dispositivos de armazenamento, quando da desativacdo dos
equipamentos; (ii) garantir que os controles de seguranca, das informagGes armazenadas em midias
removiveis, estejam de acordo com os critérios definidos neste documento; e (iii) a Area de Compliance
deve verificar, periodicamente, as informagdes armazenadas nos dispositivos de armazenamento,
estejam eles nos servidores ou nas estagGes de trabalho, para garantir o armazenamento apenas das
informacdes que sdo realmente necessarias as Gestoras ou as suas funcgdes.

® Controle de Usudrio e Acesso Restrito aos Dados Pessoais: para acessar a base de dados e informacgoes

nos sistemas do Grupo ACE deverdo ser utilizadas somente ferramentas e tecnologias autorizadas e
previamente estabelecidas pelo Grupo ACE, de forma a permitir a identificagcdo e rastreamento de quais
usudrios tiveram acesso a determinadas informacdes (os logs de acesso ficam armazenados nos sistemas)
Acessos a servidores, maquinas, pastas de trabalho e sessGes (gestdo, comercial, administrativos, etc.)
sao controlados por logins individuais. Os perfis individuais permitem controle de acesso via func¢ao.

e Controle de acesso remoto: as Gestoras contam com acesso remoto via VPN a sua rede de dados e

alguns aplicativos para os Colaboradores, quando em regime de home-office. Tal acesso encontra-se
disponivel a todos os Colaboradores autorizados pelo Diretor de Risco, Compliance e PLD. O acesso
remoto a arquivos e sistemas internos ou na nuvem tem controles adequados, a critério do responsavel
pela seguranca cibernética.

¢ Duplo fator: para acessos a sistemas sensiveis, o Grupo ACE exige ainda autentica¢do de dois fatores
para que o acesso se complete. Os sistemas do Grupo ACE sdo protegidos por firewall.
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e Armazenamento de dados: o Grupo ACE disponibiliza em seus servidores o servico de backup e restore

de arquivos em cloud, que tem o intuito de garantir a seguranca das informacgdes, a recuperacdo em caso
de desastres e garantir a integridade, a confiabilidade e a disponibilidade dos dados armazenados. Os
backups sdo salvos ao longo do dia das pastas de dados de toda o Grupo ACE, incluindo e-mails, devendo
ser usado em casos em que ndo é mais possivel a recuperacao do arquivo danificado ou perdido.
Periodicamente, havera testes de acesso aos sistemas primarios e backups via VPN (aqueles que tiverem
acesso e estrutura computador/internet para o home-office) e maquinas virtuais.

¢ [nexisténcia de convénio de informacdes com outras empresas: conforme mencionado anteriormente,

as Gestoras ndo possuem qualquer convénio de informag¢des com outras empresas, tampouco cadastro
compartilhado. As Gestoras somente compartilhardo dados especificos com prestadores de servigos cujo
acesso seja imprescindivel para a consecuc¢do do servigo contratado e que se comprometam a manter o
nivel de cuidado e diligéncia na manutencdo da informagdo. Reiteramos, apenas prestadores que
necessitem, de forma imprescindivel, dos dados e tenham contrato com as Gestoras ou com os veiculos
de investimento geridos poderdao receber os dados especificos necessarios para a consecucdo das
atividades.

¢ Termo de Confidencialidade: em relagdo aos seus Colaboradores e/ou na contratacdo de terceiros que

terdo acesso a sistemas, dados e informacgdes consideradas confidenciais, reservadas ou privilegiadas, as
Gestoras deverdo assegurar-se da existéncia de cldusula ou termo de confidencialidade NDA em que a
parte se comprometa com a nao divulgacdo e manutencao da informacdo, inclusive destruindo-a caso
solicitado pelo Grupo ACE ou apés o final do contrato.

Ndo obstante os robustos processos de protecdo de dados adotados pelo Grupo ACE, o Colaborador que
detectar possivel vazamento deve comunicar imediatamente ao DPO, para que este, no menor prazo
possivel, diligencie para:

(i) Verificar se o vazamento realmente ocorreu e se teve origem interna ou externa;

(ii) Verificar se medidas protetivas de emergéncia devem ser tomadas;

(iii) Averiguar se é necessario algum reporte a autoridades policiais;

(iv) Proceder com os devidos reportes aos titulares e as entidades administrativas competentes
(incluindo a ANP);

(iv) Analisar eventuais medidas de saneamento e recuperagao, inclusive a contratagdo de empresa
especializada, que deverao ser discutidas em conjunto com o Departamento de Tl;

(v) Se necessario, recomendar a contratacdo de advogados especializados na matéria.

Adicionalmente, as Gestoras, conforme o caso, podera tornar an6nimas certas informagdes pessoais
confidenciais.

Por fim, desde a entrada em vigor da LGPD, os contratos celebrados com terceiros, sempre que aplicavel,
passaram a conter cldusula que versa sobre a protec¢ao de dados. Os Colaboradores, por sua vez, possuem
o compromisso formal de aderir e cumprir todas as politicas internas aplicaveis as Gestoras, inclusive a
presente Politica de Privacidade e a Politica de Segregacdo, Confidencialidade, Seguranca da Informacao
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e Seguranca Cibernética, sendo certo que a violacdo dos seus termos poderd ensejar na aplicacdo das
penalidades estabelecidas na Politica de Regras, Procedimentos e Descricdo dos Controles Internos
aplicavel as Gestoras.

Sem prejuizo dos procedimentos adotados pelas Gestoras para a contratacdao de terceiros, previstos na
Politica de Regras, Procedimentos e Descricdo dos Controles Internos aplicavel as Gestoras, o terceiro a
ser contratado devera demonstrar infraestrutura e processos capazes de tratar os dados pessoais
eventualmente recepcionados. Area de Compliance e os Colaboradores integrantes da Area de Operacdes
ficardo responsdveis por manter o monitoramento continuo periddico acerca do cumprimento, pelo
terceiro contratado, da obrigacdo de tratar os dados pessoais eventualmente recepcionados.

Caso Area de Compliance e/ou os Colaboradores integrantes da Area de Operacdes identifiquem o
descumprimento, pelo terceiro, da obrigacdo de tratar os dados da forma adequada, o contrato podera
ser rescindido, sem prejuizo das penalidades estipuladas em contrato.

Anexo | - 3.11. Contato

Conforme mencionado neste documento, possuimos um responsavel pela protecdo de dados. Caso tenha
alguma duvida sobre como consultar seus dados e exercer seus direitos de titular, nos contate pelo e-
mail: compliance@acecapital.com.br. Mediante solicitacdo dos titulares dos dados, o Grupo ACE

procederd com o completo descarte dos mesmos, sendo certo que se reserva o direito de manter as
informacdes exigidas pela regulamentacao e legislacdo em vigor.
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Anexo Il — Historico de Versoes

(A partir de 18/05/2022)
Versao Data de Responsavel | Motivos da | Responsavel
vigéncia elaboragao alteracao aprovagao
1.0 18/05/2022 | José Mazzoni | Incorporacdo da | Comité de
ACE Capital Grou ao | Risco,
Grupo ACE. Compliance e
PLD
2.0 24/06/2024 | Simone de | Incorporagdo da | Comité de
Grandis ACE Capital Saires | Risco,
ao Grupo ACE. Compliance e
PLD
3.0 16/10/2025 | Simone  de | Retirada da ACE | Comité de
Grandis Capital Grou do | Risco,
Grupo ACE. Compliance e

PLD
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